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Introduction
It all starts with management.
 Every company—big or small—is responsible for preparing its own financial
statements. These are reports that show how much the business earned, what
it owns (like cash or buildings), what it owes (like loans or bills), and how it was
funded. But financial statements don’t just list numbers—they are based on
decisions, guesses, and estimates made by management.

This is normal, but it also brings risk.
 Since management prepares the statements, there’s a chance the numbers
may be too optimistic, or some details may be missing or not explained well.
Sometimes mistakes happen, and in rare cases, numbers might even be
changed on purpose to make the business look better than it really is.

That’s why an audit is important.
 An audit is done by an independent person—someone who is not part of the
company. The goal is to check if the financial statements are correct and if
they can be trusted. The auditor looks at documents, asks questions, and
tests the numbers to make sure they are fair and follow the rules. This gives
people like investors, banks, and even employees confidence that the
information is reliable.
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Three party
relationship

Auditor, Responsible
Party (e.g.,

management), and
Intended Users
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Subject matter

What’s being audited
(e.g., financial

statements, KPIs,
sustainability reports)

03 04 05

Suitable Criteria

Standards used for
evaluation (e.g., IFRS,

GAAP)

Sufficient
Appropriate

Evidence
Evidence gathered to

form a conclusion

Assurance
Report

The opinion issued by
the auditor

THE 5 ELEMENTS OF ASSURANCE AN ENGAGEMENT

An audit is not just a checklist or a compliance activity—it’s part of a structured, formal process called an
assurance engagement. All assurance engagements follow a clear framework made up of five key elements.

These elements are what make the audit objective, independent, and credible in the eyes of users.



KEY AUDITING CONCEPTS

Risk-Based Auditing
Auditors don’t test everything. Instead,
they focus on accounts that are more likely
to have errors or fraud. This is called the
risk-based approach.

Professional judgement
Auditors must use their training,
experience, and ethics to make smart
decisions—especially in areas involving
estimates, uncertainties, or gray areas.

Audit risk model
These three risks—Inherent Risk, Control Risk, and
Detection Risk—together make up the audit risk model,
where inherent risk is the natural risk of error, control
risk is the chance that internal controls won’t catch it,
and detection risk is the chance the auditor won’t find it.

Sufficiency and
Appropriateness of Evidence
Sufficiency- Having enough evidence. 
Appropriateness = Making sure the
evidence is relevant and reliable
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Materiality
Auditors focus only on errors that are big

enough to matter to the users of the financial
statements. Not all mistakes are equal—some

are too small to impact decisions.

Audit Risk
Audit risk is the chance that the auditor gives

a clean opinion when there’s actually a big
mistake in the financial statements. The audit

is planned and performed to reduce this risk
to a low but acceptable level.

Professional skepticism
Auditors maintain a questioning mindset—they

do not assume that all information provided
by management is accurate. They look for

evidence, not just explanations.

Assertions
Every line in the financial statements

makes a claim (or assertion). The
auditor’s job is to test whether those

claims are true.
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These concepts
guide how auditors
plan the audit, what
they choose to test,

and how they
interpret results.



ASSERTIONS- 
CLASSES OF TRANSACTIONS

Occurence

The transaction
actually

happened during
the period.

Week 1

Completeness

All transactions
that should have
been recorded
are included.

Week 2

Accuracy

The amounts and
details are

correct.

Week 3

Cut-off

Transactions are
recorded in the

correct
accounting

period.

Week 4

Classification

The transaction is
recorded in the
right account

(e.g., expense vs.
asset).

Week 5



ASSERTIONS

Existence Rights and Obligations

Valuation and AllocationCompleteness

The asset or
liability exists as

of the balance
sheet date.

The company
legally owns
the asset, or is
responsible for
the liability.

The amounts are correct,
and any necessary
adjustments (e.g.,
depreciation or impairment)
have been made.

All balances that
should be

recorded are
included.

01 02

0304

ACCOUNT
BALANCES
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ASSERTIONS-
PRESENTATION AND DISCLOSURE

The disclosed events
actually happened and
relate to the company.

All required disclosures
have been included.

The information is
presented clearly and

grouped properly.

The amounts and details
disclosed are correct and
based on accurate data.

Occurrence and
Rights/Obligations

Completeness Classification and
Understandability

Accuracy and
Valuation



AUDIT PROCEDURES

TEST OF CONTROLS
Testing if the company’s internal controls (e.g.,
approvals, segregation of duties, system access)
are working as intended.If controls are effective,
auditors may reduce the extent of other testing.

Test of balances (TOB)
erifying ending balances in the accounts as
of the reporting date to confirm balances
exist, are owned by the company, and are
valued correctly.

Substantive Analytical Procedures (SAP)
Using comparisons, ratios, and trends to identify
unusual amounts or patterns to detect possible
misstatements that might not be obvious through
other testing.

SUBSTANTIVE PROCEDURES
Procedures designed to detect material
misstatements in the financial statements.

Test of details (TOD)
Checking individual transactions for
validity, accuracy, and completeness to
confirm that transactions really
happened and were recorded properly.



TYPES OF AUDIT EVIDENCE
TYPE DESCRIPTION EXAMPLE

Physical Direct observation by the auditor Watching an inventory count

Documentary Written or printed records Invoices, contracts, receipts

Confirmations Direct replies from third parties Bank or customer confirmations

Analytical Comparisons, ratios, and trends Sales growth vs prior year

Oral (inquiry)
Verbal explanations from employees

or management
Asking about a transaction or control

Reperformance Auditor redoes a calculation Recomputing depreciation

Observation
Watching a process in real-time

Observing cash handling



SOURCES OF AUDIT EVIDENCES
HIERARCHY OF RELIABILITY

Verbal
explanations. May

support other
evidence, but

cannot stand alone

Created and
maintained

entirely by the
client. Less

reliable if there
are no controls or

approvals

Documents
produced by the
client, but with
strong internal
controls. More

reliable if access
is restricted and

approval trails are
in place

Oral
Evidence

(Least
reliable)

Internally
Generated
Unverified
Evidence

Internally
Generated

Evidence That Is
Verified Documents from

external parties
but kept by the

client. Still
reliable, but

auditor didn’t
receive it directly

External
Evidence

Held by the
Entity Obtained directly

from independent
third parties.

Auditor has full
control over the

request and
receipt

External
Evidence

(Most
reliable)



Documentation
Audit documentation provides proof that the audit procedures were
performed, that the evidence gathered was sufficient and appropriate,
and that the conclusions reached were based on that evidence.

Audit documentation is used by Supervisors to review the work of
staff, Engagement partners to assess key judgments and audit
risks, Quality reviewers to ensure compliance with standards.

Documentation is the written
record of the auditor’s work.
It shows:

What the auditor did
What was found
What was concluded
Who reviewed it and
when

Supports the audit opinion

Helps with Review and Supervision

In case of Client disputes (e.g., litigation, Regulatory inspections
(e.g., by the SEC or BOA), the audit documentation is the only
defensible record that shows what the auditor did and why.

Protects the Auditor Legally

Documentation enables another experienced auditor (not
previously involved) to Understand the nature, timing, and
extent of procedures, See what evidence was obtained.
Understand the reasoning behind conclusions.

Allows Re-performance if Needed



CONSIDERATION OF IT
SYSTEMS

Errors or fraud may be hidden
behind clean-looking reports
if system logic or processes
are flawed

Unauthorized actions, fraud, or
override of controls may go
undetected

Weak logs and uncontrolled
system changes reduce
auditability and increase error
risk

Data inconsistencies between
systems or misconfigured reports
may cause misstated balances

System reliance for
financial data

Access & control
weaknesses

Audit trail & change control
gaps

System integration &
reporting issues

Today, most financial
information flows through
computerized systems—
whether it’s sales, inventory,
payroll, or journal entries.
Even if the input data is
accurate, if the system
processing or reporting the
data is flawed, the output
may still be wrong. That’s
why auditors must evaluate
the reliability of the system
itself, not just the numbers it
produces.

RISK AREAS



FOUNDATIONS OF IT AUDIT

CONFIDENTIALITY INTEGRITY AVAILABILITY

Financia l  informat ion should
be access ib le  on ly  to

author ized users .
Unauthor ized access =  r isk  of
fraud,  manipulat ion ,  or  data

leaks .

Data must remain accurate ,
complete ,  and unaltered by

unauthor ized users or  system
errors .  Key for  journal  entr ies ,

reports ,  and balances .

Systems and data must be
avai lab le  when needed—for
operat ions ,  report ing ,  and

audit  purposes .  Downt ime can
impair  audit  tra i l  v is ib i l i ty  or

create cut-off  r isks .

Financial data today is system-generated—general ledger balances, reports, invoices, etc.
If the confidentiality is weak, unauthorized people may post or alter entries.

If integrity is compromised, transactions may be manipulated without detection.
If availability fails, data may be lost or inaccessible, impairing the audit process.
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USER ACCESS
CONTROLS

PROCEDURE

Are only authorized users posting
journal entries or approving
transactions?

eview user role matrix and system
access logs

SEGREGATION
OF DUTIES

PROCEDURE

Are conflicting duties (e.g.,
create & approve payments)
assigned to different people?

Test user permissions across
modules

AUDIT TRAILS

PROCEDURE

Can system actions (edits,
deletions) be traced back to a
user?

Inspect audit logs and reversal
trails

AUTOMATED
CONTROLS

PROCEDURE

Are system-based rules (e.g.,
PO matching, validation)
active and working as
configured?

Simulate transactions that
violate thresholds

CHANGE
MANAGEMENT

PROCEDURE

Are changes to the
accounting system tested
and approved before
implementation?

Review system change logs
and approval documents

BACK UP AND
DISASTER
RECOVERY

PROCEDURE

Can financial data be restored
in case of system failure?

Inspect backup policies and
test data restoration reports

SYSTEMS
REPORT
INTEGRITY

PROCEDURE

Are financial reports (e.g., AR aging,
trial balance) configured accurately?

Recompute reports manually or
verify mapping in report logic

KEY IT AUDIT
PROCEDURES



CONSIDERATION OF THE
WORK OF INTERNAL
AUDITORS

In many organizations, the internal audit function plays a
strong role in monitoring controls, reviewing risks, and
performing independent checks—even before the
external audit begins.

Rather than duplicating effort, external auditors can
consider using this work as part of their own evidence—
but only if it meets quality and independence standards.

This approach aligns with the principle of audit
efficiency, but it must still meet the requirements of audit
reliability and professional skepticism.



AUDIT PROCEDURES WHEN USING THE WORK OF
INTERNAL AUDITORS

Evaluate the
Internal Audit

Function

Identify market needs and
initial concepts for a new

product.

Product Design

Develop the main design and
features of the product before

prototyping.

Market Research

Analyze trends and
customer needs to validate

the product idea.

Testing &
Prototyping

Test the initial product to
identify issues and

improvements.

Improvement &
Refinement

Iterate based on feedback from
product testing results.

Launch

The product is launched to the
market with an integrated

marketing strategy.
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Evaluate the Internal
Audit Function

Review the Scope and
Nature of Work Done

Check if the internal audit
team is independent,

qualified, properly
supervised, and follows a

clear quality process.

Make sure their work is
related to what you're

auditing, covers the right
areas, and was done with

enough detail.
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Examine the Work
Performed

Review their working
papers to see how they

did their tests, what they
found, and whether their

work was properly
documented.

4

Test Some of the
Work for Reliability
Reperform part of their

work to see if you get the
same results and to
confirm it was done

correctly.

5

Decide on How Much
You Can Use

Based on your review,
decide which parts of

their work you can rely
on, how much you’ll use,

and whether you still
need to do more testing

yourself.

AUDIT PROCEDURES WHEN CONSIDERING THE WORK OF 
INTERNAL AUDIT



USING THE WORK
OF AN EXPERT
Sometimes, auditors encounter matters that require knowledge or skills beyond
accounting—such as engineering, law, or actuarial science. In these cases, they
may need to bring in an expert to help evaluate complex or technical issues. This
typically arises in areas like property valuation, pension liability estimation, or
interpreting legal disputes, where the auditor’s general audit knowledge isn’t
enough to form a reliable conclusion.

An expert is someone with specialized training, experience, and qualifications in a
specific field. Auditors consider using experts when dealing with topics such as valuing
real estate or financial instruments, assessing insurance or pension obligations,
interpreting complex contracts or lawsuits, estimating reserves (e.g., oil and gas or
biological assets), or analyzing IT-related risks like cybersecurity breaches or AI
systems.
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AUDIT PROCEDURES WHEN USING THE WORK OF EXPERTS

Assess the Need Understand the Scope
of Work

Conclude Appropriately

Evaluate Competence
and Objectivity

Evaluate the Work

Determine whether
specialized knowledge is

needed to obtain sufficient
appropriate evidence.

Clearly define what the
expert is being asked to do

and how their work will
support the audit.

Decide whether the expert’s
work can be relied on and

whether it adequately
supports the audit opinion.

Check the expert’s
qualifications,

certifications, experience,
and whether they are free

from bias.

Review the methods and
assumptions used, and
consider whether the

findings are consistent with
other audit evidence.



SPECIFIC AUDIT PROCEDURES
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SPECIFIC AUDIT PROCEDURES



What’s New: Auditors use data analytics tools (e.g., ACL, IDEA,
Power BI) to analyze 100% of transactions—not just samples.

Emerging Procedures:
Trend detection, anomaly identification, and automated
exception reporting
Real-time transaction monitoring and dashboard-based
risk analysis
Data visualization to validate journal entry patterns

Data Analytics &
Continuous
Monitoring

EMERGING AUDIT PROCEDURES FOR EVOLVING BUSINESS MODELS



What’s New: Revenue now comes from digital platforms, mobile
apps, and online channels.

Emerging Procedures:
Cut-off and completeness testing from system-generated
transaction logs
Integration checks between payment gateways and ERP
Digital sales channel reconciliations (e.g., Shopify, Lazada,
GCash)

Digital Revenue
Streams and E-
Commerce Audits



What’s New: Rise in cloud licenses, NFTs, software-as-a-
service (SaaS), and crypto holdings.

Emerging Procedures:
Expert valuation reviews of IP, licenses, and digital
tokens
Fair value testing of crypto with reference to
market exchanges
Impairment review of tech-based intangibles

Valuation of Intangible
Assets and Digital Assets



Assessment of ESG-
Related Disclosures

What’s New: Increasing stakeholder and
regulator focus on Environmental, Social, and
Governance (ESG) reporting.

Emerging Procedures:
Evaluate controls around non-financial
reporting (carbon metrics, DEI disclosures)
Corroborate reported sustainability data
with operational records
Assess frameworks used (e.g., GRI, SASB,
TCFD)



What’s New: Cyber threats now pose a material
business risk.
Emerging Procedures:

Review of cybersecurity governance, breach
logs, and incident response plans
Testing system back-up processes and business
continuity procedures
Evaluation of access rights, MFA (multi-factor
authentication), and endpoint protection

Cybersecurity and
IT Risk Audits
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Data Analytics &
Continuous Monitoring
What’s New: Auditors use data analytics tools (e.g., ACL, IDEA,
Power BI) to analyze 100% of transactions—not just samples.

Emerging Procedures:
Trend detection, anomaly identification, and automated
exception reporting
Real-time transaction monitoring and dashboard-based
risk analysis
Data visualization to validate journal entry patterns

EMERGING AUDIT PROCEDURES FOR EVOLVING BUSINESS MODELS



Why these
mistakes matter
These are the most common audit findings flagged during financial statement (FS) reviews. Understanding
these mistakes is crucial, as it helps avoid delays, post-audit adjustments, or even qualified audit opinions.
Most of these issues reflect gaps in tie-ups, disclosures, reconciliations, and supporting documentation—
areas that auditors consistently review for accuracy and completeness.



PRIOR YEAR WORKING PAPERS
AND OPENING BALANCES

Missing or unreconciled opening
balances from last year

No access to or loss of prior year
working papers (wp)

Carryovers not updated for adjusting
entries from prior audit

Always validate opening
balances and trace

adjustments to prior year
issues.



PAJE AND OTHER ADJUSTMENTS 

Proposed Adjusting Journal Entries
(PAJE) not recorded or approved

Client books still reflect
unaudited balances

Management doesn't understand how
PAJE affects financials

All audit adjustments must
be booked for FS to be

reliable.



LOANS AND LIABILITIES

Short-term/ Long-term portions of
loans not properly reclassified

Mismatch between loan
schedules and GL balances

Interest not accrued or loans lacking
amortization schedules

Loan disclosures should tie
to amortization and correct

classification.



MISSING SCHEDULE AND
ATTACHMENTS

No supporting schedules for major
accounts (e.g., PPE, taxes, accruals)

FS notes do not match internal
working files

Breakdown of “Other” accounts missing

Every material line item
must be supported by a

schedule.



INTERCOMPANY TRANSACTIONS

Intercompany transactions and
balances not reconciled

Mismatched due to timing or
missing confirmations

Intercompany revenues and expenses
not eliminated

Balances must match across
entities to avoid audit

adjustments.



AGED RECEIVABLES AND
PAYABLES

Long outstanding AR or AP not
assessed for collectibility or
settlement

No impairment analysis or reversal of
payables

Subsidiary ledger not tied up to the AR/
AP Control account

Old balances need proper
documentation or clearing.



OTHER ASSETS

No schedule of Creditable
withholding tax certificates (CWT)

CWTs are not accounted for properly.

Subsidiary ledger not tied up to the AR/
AP Control account

Old balances need proper
documentation or clearing.



LEASE ACCOUNTS

Lease liabilities and right-of-use (ROU) assets
do not reconcile with lease agreements; new
lease accounting standards (e.g., PFRS 16) not
implemented or improperly applied.

Old balances need proper
documentation or clearing.



TAX ACCOUNTS

Tax reconciliations not maintained
(e.g., VAT, EWT, ITR vs GL)

Deferred tax assets (DTA) not recorded
nor  supported by future benefits

DTA movements do not tie up with
Provision for tax benefits

CWT balances must be
supported by schedules and

tied to actual certificates
and ledgers.

FS tax account balances inconsistent
with returns



QUESTION AND
ANSWER SEGMENT



THANK YOU


